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Communiqué de presse

Risques Cyber : BESSE et STELLIANT font alliance pour proposer
une méthode de quantification financiére inédite

Nantes, le 13 janvier 2026. Dans un contexte de multiplication des cyberattaques,
I"évaluation financiére du risque reste un enjeu majeur mais complexe pour les
entreprises : manque de données objectives, difficultés a scénariser des sinistres Cyber
catastrophes mais réalistes, complexité a identifier les impacts métier et a quantifier les
pertes. Face & ces enjeux, BESSE, courtier en assurance, et INQUEST, filiale du groupe
STELLIANT, annoncent une alliance pour accompagner les entreprises a évaluer les
conséquences opérationnelles et financiéres du risque Cyber.

La quantification du risque Cyber répond au caractére stratégique de ce risque
qui figure toujours dans le top 5 des risques majeurs redoutés par les entreprises.

Les investissements réalisés ces derniéres années pour prévenir ce risque s’averent
considérables. Les entreprises se sentent donc légitimement mieux protégées et disposant
d’une forte capacité de résilience. Le scénario catastrophe reléverait donc de I'improbable.

Pour autant, la recrudescence d’attaques Cyber majeures contre des groupes de premier
plan vient cependant mettre a mal ce sentiment de sécurité. Les fuites de données
massives dont été victimes de grandes entreprises frangaises ces 24 derniers mois
témoignent du contraire, tout comme les attaques qui, au Royaume Uni, ont impacté Marks
& Spencer en avril 2025 et, au mois de septembre, Jaguar Land Rover. Les dirigeants de
ce groupe imaginaient-ils qu’une attaque Cyber paralyserait |'’ensemble de leurs usines
pendant plusieurs semaines ? Avaient-ils conscience des enjeux financiers évalués a plus
300 millions d’Euros pour le groupe et a plus de 2 milliards d’Euros pour I’économie
britannique !

Il est légitime d’en douter car la quantification financiére de ce risque n’est pas encore sur
la table des COMEX. Le sujet est relativement nouveau. Il est surtout complexe et
spécifique a chaque entreprise selon la nature de ses activités, son organisation, son
modéle économique, son systeme d’information.

Combiner les expertises pour former une alliance unique

L'approche se veut originale et combine I'expertise de BESSE dans la compréhension des
métiers et des risques opérationnels, celle d’'INQUEST dans la réponse aux incidents de
cybersécurité et services associés dans I'assurance et celle de STELLIANT dans le chiffrage
des pertes financiéres.

La complémentarité des expertises crédibilise une approche sur mesure a laquelle
I’'entreprise est associée tout au long de la méthodologie proposé. L'objectif est double.
Donner d’une part au COMEX une vision co-construite et donc partagée des enjeux
financiers auxquels I'entreprise est exposée a partir de scénarii crédibles, et leur permettre
d’autre part d’arbitrer efficacement sur les mesures a prendre pour en minimiser la portée.
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Christophe Madec, Directeur de clientéle et référent Cyber chez BESSE indique : « Une
approche multi facteurs est essentielle pour mesurer les enjeux et calibrer au mieux les
garanties. Il convient non seulement d’apprécier la qualité des politiques de Cybersécurité
mais aussi d’évaluer la sensibilité des activités a ce risque. C’est la clé pour une solution
d’assurance pertinente, aussi bien sur les montants de garantie que sur la nature des
préjudices a envisager. »

« Depuis plus de 10 ans, Bessé considére ce risque Cyber comme un risque majeur qui
nécessite des approches et des garanties spécifiques. Aprés avoir travaillé a clarifier la
rédaction des garanties, a repousser les limites des couvertures proposées par les
assureurs, et a sensibiliser les différentes parties prenantes, Bessé met I'accent aujourd’hui
sur la réalité de l'exposition financiére de ses clients au risque Cyber. » explique Paul
Jousse, Directeur BESSE Industrie & Services.

Thibault Carré, Directeur d'INQUEST, déclare : « Cette approche ouvre un nouveau cadre
d‘analyse : elle permet aux Comités Exécutifs des entreprises de disposer d’une lecture
claire de leur exposition réelle et de piloter le risque Cyber avec le méme niveau d’exigence
que pour un risque industriel majeur. Comme tout risque susceptible d’entrainer un arrét
d‘activité, le Cyber mérite une appréciation précise et éclairée. »

A propos de BESSE

Les hommes et les femmes de Bessé sont des experts du conseil et du courtage en
assurances aupres des entreprises. Au quotidien, ce sont plus de 500 collaborateurs qui
s’appuient sur leur capacité d’innovation et sur leur spécialisation pour accompagner leurs
clients, ETI et grandes entreprises, dans la protection de leurs activités et de leurs salariés.
Depuis plus de 60 ans, avec les mémes valeurs et la méme indépendance, Bessé s’est
imposé au fil du temps comme I’'un des leaders frangais. Régulierement distinguées pour
la qualité de leurs services et de leurs conseils, les équipes de Bessé ont pour objectif de
construire une relation de confiance durable avec leurs clients. Bessé a été élue courtier
n°1 du barométre de satisfaction 2024 des Risk Managers, pour la quatrieme édition
consécutive (Golden & Partners et OMC). Bessé a réalisé en 2024 un chiffre d’affaires de
137 ME.

Contacts presse Bessé

Juliette Arcos Desloges - juliette.arcosdesloges@taddeo.fr
06 09 87 76 46

A propos d’INQUEST

Fondée en 2017, INQUEST, filiale du groupe Stelliant, s’est imposée comme un architecte
de solutions de sécurité a haute valeur ajoutée. Cybersécurité, Incendie & Explosion,
Energies & Technologies, Accidentologie & Corporel : autant de domaines d’expertise
mobilisés au service d'une méme promesse - apporter a chaque client une ingénierie du
risque souveraine, maitrisée et opérationnelle.

Pionnier de la gestion des risques cyber en France, INQUEST concentre son savoir-faire sur
la prévention et le conseil, en couvrant l'intégralité de la chaine du risque. L'entreprise
intervient auprés d’organisations de toutes tailles, avec un dispositif de réponse aux
incidents dimensionné pour les menaces actuelles et activable 24/7.
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Fort de plusieurs milliers d’incidents traités depuis sa création, INQUEST accompagne ses
clients dans I'évaluation de leur exposition, la préparation et la gestion de crise, la réponse
a incident ainsi que la remédiation. Ses équipes allient expertise technique, intelligence
métier et capacité d’intervention immédiate, garantissant la continuité d’activité et
renforcant durablement la résilience cyber des entreprises.

Contacts presse groupe Stelliant INQUEST

Frédérique Vigezzi - fvigezzi@mediatiser.tv
06 78 04 85 05

Mathilde Louette — mlouette@mediatiser.tv
07 88 94 48 43
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